
ISO 27001 : 2013 มาตรฐานระบบบริหารความมั่นคงปลอดภยัสารสนเทศ Information 

Security Management Systems 
 ความกา้วหน้าของเทคโนโลยีสารสนเทศท่ีเพิ่มมากข้ึน ส่งผลให้ความตอ้งการในการดูแล

ความมัน่คงปลอดภยัของสารสนเทศเพิ่มสูงข้ึนด้วย องค์กรต่างๆ ทั้งภาครัฐและเอกชน ต่างก็ให้

ความส าคญัอยา่งมากต่อการพฒันาระบบเพื่อการดูแลรักษาความปลอดภยัของสารสนเทศขององคก์ร 

มีการพฒันามาตรฐานเก่ียวกบัการดูแลรักษาความมัน่คงปลอดภยัสารสนเทศออกมาอย่างต่อเน่ือง 

เพื่อป้องกนัความเสียหายท่ีจะเกิดข้ึนจากภยัคุกคามในรูปแบบต่างๆ ท่ีมีต่อระบบสารสนเทศของ

องคก์ร 

  

มาตรฐาน ISO 27001 เป็นมาตรฐานทีพ่ฒันาขึน้โดย ISO  

(International Organization for Standardization) 

 โดยเป็นข้อก าหนดส าหรับการพัฒนาระบบบริหารความมั่นคงปลอดภัยสารสนเทศ 

(Information security management system , ITSM) เพื่อสร้างความมัน่ใจถึงความมีประสิทธิภาพของ

ความมัน่คงปลอดภยัสารสนเทศขององคก์ร รวมถึงการด าเนินการท่ีสอดคลอ้งตามขอ้ก าหนดดา้น

ระบบความมัน่คงปลอดภยัทั้งขอ้กฎหมาย และระเบียบขอ้บงัคบัต่างๆ ท่ีเก่ียวขอ้งดว้ย 

 

แนวทางการบริหารความมัน่คงปลอดภัยสารสนเทศ 

 ในการบริหารจดัการระบบบริหารความมัน่คงปลอดภยัสารสนเทศ จะขบัเคล่ือนผ่านวงจร 

PDCA ซ่ึงประกอบด้วย การวางแผน (Plan) การลงมือท า (Do) การตรวจสอบ (Check) และการ

ปรับปรุงแกไ้ข (Act) 

    

 

 

 

 

 



 


